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(57) ABSTRACT

A method is described of using a mapping between a session
initiation protocol (SIP)-Uniform Resource Identifier (URI),
local IP address and a global IP address to identify a mobile
hostattached to a first subnet of a plurality of subnets included
in a network domain, receiving a new local IP address of the
mobile host upon the mobile host attaching to a second subnet
of'the plurality of subnets, replacing the local IP address with
the new local IP address in the mapping, reformatting routing
information of a SIP packet by replacing the global IP address
in the routing information with the new local IP address, and
communicating the reformatted packet to the mobile host. A
proxy server and apparatus for use in this method are also
disclosed.

15 Claims, 4 Drawing Sheets
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PACKET ROUTING METHOD, PROXY
SERVER AND APPARATUS

PRIORITY INFORMATION

This application is a continuation application of U.S.
National Stage application 12/753,549, filed Apr. 2, 2010,
which claims the benefit to International Application Number
988/CHE/2009 filed in India on Apr. 29, 2009, the entire
contents of which are incorporated herein by reference in its
entirety.

PACKET ROUTING METHOD, PROXY SERVER
AND APPARATUS

The present invention relates to a method of routing a
packet comprising routing information between a mobile host
and a correspondent host in respective first and further net-
work domains, at least the first network domain comprising a
plurality of subnets, said mobile host being attached to one of
the said subnets.

The present invention further relates to a proxy server for a
network domain comprising a plurality of subnets, said proxy
server comprising of a registrar for registering a local 1P
address and a global IP address assigned to a mobile host
associated with one of said subnets upon registration of said
host with the network domain.

The present invention yet further relates to an apparatus for
sending a packet including a source address over a network to
a further apparatus.

BACKGROUND OF THE INVENTION

The growing influence of the Internet on human commu-
nications has increased the demand for the availability of
Internet-based services. This for instance has led to mobile
networks offering Internet services to allow the users of the
network Internet access. However, offering Internet access on
a mobile network is not without technical complications. The
Internet protocol (IP) was designed for use with fixed hosts
and does not consider support for user mobility.

Efforts have been made to provide mobile, e.g. wireless,
networks that support communication using IP. Such net-
works are typically referred to as mobile IP networks. Early
efforts to support mobility on such networks include solutions
that handle host mobility at the network layer, such as Mobile
1P, Mobile IPv4 and Mobile IPv6. More recently, solutions for
supporting host mobility at the application layer have been
proposed. Of these solutions, the Session Initiation Protocol
(SIP) appears to be the most promising implementation of
such a solution.

The SIP is a simple text-based application-layer protocol
that is gaining wide acceptance as the call control protocol for
multimedia services in IP networks. The 3rd generation part-
nership project (3GPP) has already adopted SIP for multime-
dia call control in next generation networks. SIP can intrin-
sically handle user mobility, since it uses logical addresses,
i.e. SIP Uniform Resource Identifiers (SIP-URI) for identi-
fying SIP users, independent of the device they are currently
using.

SIP-based communication protocols may be extended to
also cover terminal mobility including service coverage in
roaming network domains. This is referred to as Mobile SIP.
According to this approach ongoing SIP sessions need to be
re-established after handoft to a new subnet router. End-to-
end SIP session re-establishment messages are exchanged,
containing the new IP address of the mobile host and updated
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session description for the ongoing session. This enables the
correspondent host to send all subsequent data to the new IP
address of the mobile host. This may be unacceptable if the
session has to comply with Quality of Service (QoS) require-
ments.

The roaming network domain may comprise of a plurality
of subnets. Mobile SIP is not suitable for intra-domain hand-
offs because it involves end-to-end signaling exchange for IP
address update after handoft'to a new subnet router within the
domain. An alternative to Mobile SIP will be to assign two IP
addresses to the mobile host—a local IP address that has
validity within the domain that the host is currently roaming
and a global IP address that has validity outside the domain.
The global IP address will be registered with the home net-
work of the terminal. In this case, the domain router of the
roaming network domain can tunnel the packet comprising
the global IP address in its header to the subnet associated
with the terminal. Such tunneling typically includes wrap-
ping the packet with a wrapper including a header specifying
the local IP address such that the registration details stored on
the home network of the mobile terminal do not need to be
updated every time the mobile terminal switches between
subnets in the roaming network domain. The mobile terminal
also tunnels outgoing packets using such a wrapper. A draw-
back of this approach is that it creates additional overhead in
terms of packet size. This can be particularly undesirable
when the packets themselves are small. For instance, in the
IPv4 standard, a minimum of an additional 20 octets will be
added to all the packets because of tunneling.

BRIEF DESCRIPTION OF THE EMBODIMENTS

Embodiments of the invention are described in more detail
and by way of non-limiting examples with reference to the
accompanying drawings, wherein

FIG. 1 schematically depicts a roaming network scenario
contemplated by an embodiment of the present invention;

FIG. 2 schematically depicts a registration procedure of a
mobile host in the scenario of FIG. 1;

FIG. 3 schematically depicts an intra-domain handoff pro-
cedure for the mobile host;

FIG. 4 schematically depicts the communications involved
with the initiation of a SIP session in accordance with an
embodiment of the present invention; and

FIG. 5 schematically depicts the communications during
the SIP session in accordance with an embodiment of the
present invention.

DETAILED DESCRIPTION OF THE DRAWINGS

It should be understood that the Figures are merely sche-
matic and are not drawn to scale. It should also be understood
that the same reference numerals are used throughout the
Figures to indicate the same or similar parts.

FIG. 1 depicts a typical scenario in which a mobile host 10
which is registered with the domain server 130 in network
domain 120 visits a roaming network domain 100 which may
be a wireless network domain such as for instance a wireless
LAN. In this embodiment, the mobile host 10 utilizes SIP
subscription method to acquire access to multimedia ser-
vices, i.e. to set up a multimedia session with another host,
which may be located in another network domain. As previ-
ously explained, the advantage of SIP session initialization
method is that the endpoints of a SIP session are defined by
so-called SIP-URISs. In SIP terminology, the mobile host 10 is
a user agent capable of initiating and terminating SIP ses-
sions. The domain server 130 typically fulfils the role of
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proxy server and registrar for the mobile host 10, which
means that this server contains the mapping of the SIP-URI to
a global IP address. In the context of the present application,
a global IP address is an address that is used for IP commu-
nication between different domains in the internet (140 in
FIG. 1). In contrast, a local IP address is an address that is
typically used for communication inside a network domain.

The roaming network domain 100 may comprise of a plu-
rality of subnets identified by subnet routers 102, 102' and
102". Upon introducing the mobile host 10 to the roaming
network domain 100, for instance by powering up the mobile
host 10, the mobile host 10 is registered with the roaming
network domain 100 in accordance with an embodiment that
is explained in more detail with the aid of FIG. 2. Upon
introduction of the mobile host 10 in the roaming network
domain 100, the mobile host 10 is assigned a local IP address
by one of the subnet routers of the roaming network domain
100 with which the mobile host 10 has become associated
upon introduction in this network domain. In FIG. 1, this is
subnet router 102. The assignment of the local IP address to
the mobile host 10, which may be selected froma pool of local
IP addresses available to the associated subnet router, is indi-
cated by communication 202 in FIG. 2. This completes the
local address allocation part 200 of the registration procedure.
This now enables the mobile host 10 to initiate an SIP register
request with the domain server 110.

The domain server 110 typically comprises of a SIP proxy
server 112, a SIP local registrar 114 and a domain router 116.
Such a server is sometimes also referred to as a mobility
agent, which is a domain border entity responsible for locally
handling intra-domain mobility, thereby enabling fast intra-
domain handoffs. The SIP register request 212 is directed to
the SIP proxy server 112 which accesses the server database
(not shown) to determine if the SIP-URI is already registered
with the roaming network domain 100. In case such a regis-
tration does not yet exist, the proxy server 112 forwards the
SIP registration request to the SIP local registrar 114 in com-
munication 214 after which the SIP local registrar 114 maps
the assigned local IP address to the SIP-URI, and signals the
SIP proxy server 112 in communication 216 that this mapping
has been completed. This completes the regional registration
process 210.

Subsequently, the SIP proxy server 112 requests the
domain router 116 by means of communication 222 to allo-
cate a global IP address to the mobile host 10. This is typically
done once, i.e. when the mobile host 10 enters the roaming
network domain 100. The domain router 116 selects a global
1P address from a pool of IP addresses available to the domain
router 116 and maps the assigned global IP address to the
SIP-URI in the server database, after which the domain router
116 signals the SIP proxy server 112 by means of communi-
cation 224 that the assignment of the global IP address to the
mobile host 10 has been completed. This completes the global
address allocation procedure 220.

The SIP proxy server 112 now establishes a communica-
tion 232 with the SIP home registrar 130, in which the SIP
home registrar 130 is informed of the global IP address that
has been assigned to the mobile host 10 to allow the SIP home
registrar 132 to redirect SIP requests for the mobile host 10 to
the roaming network domain 100. The address of the SIP
home registrar 132 is typically comprised in the SIP-URIL.
Hence, the SIP proxy server 112 can obtain the address of the
SIP home registrar 132 by evaluation of the SIP-URI. It will
be appreciated that this is also typically done once, i.e. during
the registration of the mobile host 10 in the roaming network
domain 100.
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Upon completion of the registration of this assigned global
IP address, the SIP home registrar 130 informs the SIP proxy
server 112 in communication 234 that the registration has
been completed. This completes the home registration proce-
dure 230. The SIP proxy server 112 subsequently signals the
mobile host 10 in communication 240 that the registration
procedure of the mobile host 10 with the roaming network
domain 100 has been completed.

At this point, it is important to observe that at no stage
during this registration procedure the mobile host 10 is being
provided with the global IP address that is assigned to the
mobile host 10 by the domain router 116. The mobile host 10
only has awareness of the assigned local IP address, which
has been communicated in communication 202. This has
implications for subsequent SIP sessions as will be discussed
in greater detail below.

The domain server 110 maintains a mapping between the
SIP-URI, the local IP address and the global IP address. This
mapping will be refreshed when the mobile host 10 moves to
a new subnet within the domain or if the mobile host 10 goes
down for a period of time exceeding a defined period thresh-
old. Refreshing such a mapping typically encompasses
repeating the local address allocation procedure 200 and the
regional registration procedure 210. In the regional registra-
tion procedure 210, the domain server 110 or more precisely
the SIP proxy server 112 will detect that the SIP-URI is
already assigned a global IP address such that the registration
completion communication 240 can be generated upon
completion of the regional registration procedure 210.

In an embodiment, the application layer of the mobile host
polls the network layer at regular intervals (this interval will
be of the order of a few seconds) to see if IP address of the
mobile host has changed. An alternative implementation
could be that the SIP application should subscribe to be noti-
fied of IP address change at the network layer. This [P address
change will trigger the SIP signaling message exchange
required for regional registration and possibly home registra-
tion (home registration will be required if the mobile host has
moved to a subnet in a new domain)

FIG. 3 schematically depicts the regional registration pro-
cedure for a mobile host 10 that is already assigned a global IP
address for the roaming network domain 100. Upon reception
of the local IP address from the subnet router to which the
mobile host 10 has migrated, the mobile host 10 issues a new
SIP register request 302 to the SIP proxy server 112 of the
domain server 110, which completes the regional registration
by replacing the previously assigned local IP address with the
newly assigned local IP address in the mapping table com-
prising the mapping between the SIP-URI, the local IP
address and the global IP address and subsequently issues a
registration completion acknowledgement 304.

In case of an inter-domain handoff of the mobile host 10,
i.e. migration from one domain to another, the registration
process as depicted in FIG. 2 may be repeated within the
newly visited roaming network domain.

Upon completion of the registration process, the mobile
host 10 is ready to initiate or accept new SIP sessions. The
principle of such a session is demonstrated in FIG. 4. A
correspondent host 20 is shown to attempt the initiation of a
SIP session with the mobile host 10. A SIP invite 402 is
forwarded to the home registrar 130 of the mobile host 10. In
communication 404, the home registrar 130, acting as a redi-
rect server, provides the correspondent host 20 with the global
IP address assigned to the mobile host 10. The correspondent
host 20 generates a redirected SIP invite 406 to the mobile
host 10 in the roaming network domain 100. The mobile host
10 can accept the SIP invite by directing an acceptance mes-
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sage 408 to the correspondent host 20, after which data may
be communicated between the mobile host 10 and a corre-
spondent host 20 in the SIP session 410.

It will be appreciated that the packets communicated
between the correspondent host 20 and the mobile host 10
comprise routing information to ensure that the network 140
routes packets to the appropriate destination. This routing
information typically includes the global IP address of the
destination of the packets. In the art, the packets are typically
tunneled between the domain router 116 and the mobile host
10 by encapsulating the packets in a wrapper that includes the
local IP address at which the mobile host 10 can be reached.
Similarly, the mobile host 10 will tunnel any outgoing packet
by encapsulating the packet in a wrapper that includes the
local IP address. The domain router 116 will remove the
wrapper from the packet before forwarding the packet to the
correspondent host 20. As previously explained, this proce-
dure increases the packet size in intra-domain communica-
tions.

In the embodiment, which is schematically depicted in
FIG. 5, intra-domain tunneling is avoided altogether. The
correspondent host 20 is arranged to forward a packet 502 to
the domain server 110. The packet 502 contains routing infor-
mation including the global IP address that has been assigned
to the mobile host 10 inside the roaming network domain 100.
Upon receipt of the packet 502 by the domain server 110, the
domain server 110 accesses its database to retrieve the corre-
sponding local IP address of the mobile host 10. The domain
server 110 subsequently reconstructs the packet 502 by
replacing the global IP address with the local IP address, thus
yielding a reconstructed packet 504. This reconstruction will
necessitate the recalculation of IP header checksum.

Similarly, the mobile host 10 can generate a packet 506 for
transmission to the correspondent host 20 in which the rout-
ing information including the source address of the packet
506 is the local IP address that has been assigned to mobile
host 10 by one of the subnet routers 102. Again, the domain
server 110 upon reception of the packet 506 will reconstruct
this packet by replacing the local IP address in the source
information of the packet with the global IP address of the
mobile host 10, which may be retrieved from the mapping
between these addresses as stored in the database of the
domain server 110, thus yielding a reconstructed packet 508.
In an embodiment, the reconstruction of the packet 506 also
includes the recalculation of the IP header checksum.

The aforementioned packet reconstruction approach can
be seen as anew application of network address translation. In
an embodiment, the domain server 10 is adapted to perform
such a network address translation. Since it is known per se
how to implement network address translation on a server,
this embodiment is not further explained for reasons of brev-
ity only. It is however pointed out that network address trans-
lation applied for the purpose of the reconstruction of a SIP
packet has not been previously reported. It should further be
appreciated that the mobile host 10, i.e. an apparatus, for
instance a mobile communication device such as a mobile
phone, a personal digital assistant, a laptop, a notebook and so
on, also requires adaptation since the known host devices are
all adapted to tunnel intra-domain packets as previously
explained. In an embodiment, the mobile host 10 is adapted to
insert its local IP address rather than its global IP address as
the source address in an outgoing packet. This adaptation of
the mobile host 10 may be implemented in any suitable way.
It should be appreciated that this adaptation does not require
a modification of the protocol stack of the mobile host 10.
This embodiment merely eliminates the need for wrapping
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each outgoing packet with an additional IP header thus sim-
plifying the processing at the protocol stack of the mobile host
10.

The aforementioned packet reconstruction technique may
be advantageously applied in wireless networks comprising
multiple wireless subnet routers, such as a wireless LAN. For
instance, the aforementioned packet reconstruction technique
could be advantageously adopted in 3GPP standards such as
the ETSI TN 23.234 standard, because it would obviate the
need for intra-domain packet tunneling, thus reducing the size
of intra-domain packet communications and improving
packet communication rates as a consequence.

It is further pointed out that the aforementioned packet
construction technique can also be used in combination with
mid-session intra-domain handoffs. During such a handoff,
the domain server 110 would buffer incoming packets 502
until the new local IP address of the mobile host 10 has been
registered with the domain server 110, after which the recon-
structed packets 504 are forwarded to the new local IP address
of the mobile host 10.

It should be appreciated that although embodiments of the
present invention have been described in the context of SIP
packet communications, the present invention is not limited
to this specific communication technique. Various embodi-
ments of the present invention may be applied to any suitable
communication technique in which packets comprising glo-
bal IP address-based routing information are communicated
between hosts in respective network domains.

It should be noted that the above-mentioned embodiments
illustrate rather than limit the invention, and that those skilled
in the art will be able to design many alternative embodiments
without departing from the scope of the appended claims. In
the claims, any reference signs placed between parentheses
shall not be construed as limiting the claim. The word “com-
prising” does not exclude the presence of elements or steps
other than those listed in a claim. The word “a” or “an”
preceding an element does not exclude the presence of a
plurality of such elements. The invention can be implemented
by means of hardware comprising several distinct elements.
In the device claim enumerating several means, several of
these means can be embodied by one and the same item of
hardware. The mere fact that certain measures are recited in
mutually different dependent claims does not indicate that a
combination of these measures cannot be used to advantage.

The invention claimed is:
1. A method, comprising:
using a mapping between a session initiation protocol
(SIP)-Uniform Resource Identifier (URI), local IP
address and a global IP address to identify a mobile host
attached to a first subnet of a plurality of subnets
included in a network domain;
receiving a new local IP address of the mobile host upon the
mobile host attaching to a second subnet of the plurality
of subnets;
replacing the local IP address with the new local IP address
in the mapping;
reformatting routing information of a SIP packet by replac-
ing the global IP address in the routing information with
the new local IP address; and
communicating the reformatted packet to the mobile host.
2. The method of claim 1, wherein the global IP address is
included in an IP header ofthe SIP packet and is replaced with
the new local IP address in the IP header.
3. The method of claim 1, wherein the network domainis a
wireless network domain comprising a plurality of wireless
subnets.
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4. The method of claim 3, wherein the wireless network
domain is a wireless local area network domain.

5. The method of claim 1, wherein the global IP address has
validity outside the network domain and wherein the local IP
address has validity inside the network domain.

6. The method of claim 1, wherein the routing information
comprises a checksum, and wherein the reformatting
includes recalculating the checksum for the new local IP
address.

7. The method of claim 1, including:

transmitting a further SIP packet comprising of a source

address from the mobile host to the correspondent host
following establishment of a session between the
mobile, host and the correspondent host, said source
address comprising the received new local IP address;
and

reformatting said SIP packet by replacing the new local IP

address in the single IP header of the SIP packet with the
global IP address of the mobile host in the single IP
header of the SIP packet prior to communicating said
SIP packet.

8. A proxy server for a network domain comprising sub-
nets, the proxy server comprising a registrar to register a local
IP address associated with a first subnet of the subnets, iden-
tify a mobile host inside the first subnet using a mapping
between a session initiation protocol (SIP)-Uniform
Resource Identifier (URI), the local IP address and a global IP
address, receive a new local IP address of the mobile host
upon the mobile host attaching to a second subnet of the
subnets, refresh the mapping by replacing the local IP address
with the new local IP address, the mobile host to receive SIP
packets including a single IP header comprising the global IP
address, wherein the proxy server replaces the global IP
address in the single IP header of the SIP packets with the new
local IP address prior to forwarding the SIP packet to the
subnet to which the mobile host is attached.

9. The proxy server of claim 8, wherein the SIP packets
include only a single IP header comprising the global IP
address, and the proxy server replaces the global IP address in
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the single IP header of said SIP packets with the new local IP
address in the single IP header prior to forwarding the SIP
packet to the subnet to which said mobile host is attached.

10. The proxy server of claim 8, wherein the mobile host
further sends a SIP packet including the new local IP address
in an IP header of the SIP packet as a source address to a
correspondent host in a second network domain, the proxy
server further to replace the source address in the further SIP
packet with the global IP address prior to forwarding the
further SIP packet to the second network domain.

11. The proxy server of claim 8, wherein the network is a
wireless network.

12. An apparatus for sending a session initiation protocol
(SIP) packet including a source address over a network to an
apparatus, the network comprising a first network domain
comprising a plurality of subnets, wherein the apparatus
stores a local IP address assigned to the apparatus by a router
of the subnet of the first network domain to which the appa-
ratus is attached, receives a new local IP address of the appa-
ratus upon the apparatus attaching to a second subnet of the
subnets, maintains a mapping between a SIP-Uniform
Resource Identifier (URI) and the local IP address, and
refreshes the mapping by replacing the local IP address with
the new local IP address in the mapping between the SIP-URI
and the local IP address, and to insert the local IP address as
the source address in an IP header of the SIP packet.

13. The apparatus of claim 12, wherein the apparatus wire-
lessly communicates with a subnet to which the apparatus is
attached, and wherein the apparatus communicates in accor-
dance with the IEEE 802.11 standard.

14. The apparatus of claim 12, wherein the mapping is
refreshed upon the apparatus attaching to the second subnet
of the subnets.

15. The apparatus of claim 12, wherein the new local IP
address has validity inside the first network domain only.
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